
Privacy Statement for Google Drive Integration 

The itslearning platform provides an integration with Google Drive to allow users to 
seamlessly transfer files between Google Drive and our platform. To facilitate this 
integration, we require access to certain Google Drive data, which we handle with the 
utmost care and in compliance with data privacy regulations. 

How We Use Your Google Drive Data 

• Access Scope: We request access to files in your Google Drive strictly for the purpose 
of facilitating the transfer of selected files or links to these files to our platform. We 
do not request or store permissions to view, modify, or delete any files beyond those 
you choose to upload or link. 

• Data Usage: The files you transfer are used exclusively to support services provided 
by itslearning and are not shared with other third parties without your consent, 
expect if required by law. Your data is not used to develop, improve, or train 
generalised AI and/or ML models. 

• Data Storage: Files users select as assignment answer are transferred from Google 
Drive and stored on our secure servers for processing according to the terms of use 
on our platform. We retain these files only as long as necessary to fulfil the purposes 
outlined in our Terms and Conditions. 

• Data Security: We are committed to protecting your data. Our platform uses 
encryption and security protocols to safeguard file transfers and ensure your Google 
Drive data remains confidential and protected. 

Your Consent 

By connecting your Google Drive to our platform, you consent to the collection, use, and 
storage of your data as outlined in this Privacy Statement. If you wish to discontinue the 
integration, you may revoke access through your Google account settings. 

For more details on our general data practices, please refer to our Privacy Policy 


